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Reason for Procedure 
 
As part of an effective security program being able to monitor and detect continuously is important. 
 

The Procedure 
 
The information system and assets are monitored to identify cybersecurity events and verify the 
effectiveness of protective measures. 

 

References 
 
NIST Security Framework 
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